Statement 5/2022 on the implications of the CJEU
judgement C-817/19 regarding the implementation of the
Directive (EU) 2016/681 on the use of PNR in Member States

Adopted on 13 December 2022

The European Data Protection Board has adopted the following statement:

On 21 June 2022, on a referral from the Belgian Constitutional Court, the Court of Justice of the
European Union (CJEU) rendered its judgement on the Directive (EU) 2016/681 of the European
Parliament and of the Council of 27 April 2016 on the use of passenger name record (PNR) data for the
prevention, detection, investigation and prosecution of terrorist offences and serious crime
(hereinafter PNR Directive).

The Court found that the validity of the PNR Directive was not affected. At the same time, the Court
ruled that, in order to ensure compliance with the Charter, the PNR Directive needs to be interpreted
as including important limitations to the processing of personal data. This is of particular importance
with a view to the serious interferences with the rights guaranteed in Articles 7 and 8 of the Charter.

To limit these interferences to what is strictly necessary, the Court identifies several aspects that
national laws transposing the Directive must comply with. Among the most relevant are in particular:

- limitation to the purposes set out in the PNR Directive, which are exhaustive,

- application of the PNR system only to terrorist offences and serious crime having an objective
link, even if only an indirect one, with the carriage of passengers by air and thus also exclusion
of ordinary crime,

- limitation of the application of the PNR Directive with regard to intra-EU flights and other
means of transport,

- noindiscriminate application of the general retention period of five years to all air passengers’
personal data.

With its ruling, the Court set out comprehensively the strict limitations to be respected when
transposing and applying the PNR Directive. This interpretation significantly narrows the ways in which
Member States may process PNR data.



It is therefore likely, that the current processing of PNR data in many, if not most Member States, does
not fully comply with the PNR Directive as interpreted by the CJEU. As a consequence, PNR systems
across the EU may continue to interfere disproportionately with the fundamental rights of data
subjects every day.

The EDPB therefore calls on Member States to instantly take all necessary steps to ensure that the
respective national implementations of the PNR Directive are in line with the Charter, in particular with
the fundamental right to protection of personal data. These steps may encompass legislative
measures, but should also identify measures to be put into practice promptly, e.g. by their respective
Passenger Information Unit, in order to effectively protect the fundamental rights of the data subjects.
In this regard, the EDPB notes that supervisory authorities are fully competent to investigate
compliance with EU data protection requirements at national level.
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